




Biometric payment systems
In 2020, BIOSMART and Rostelecom (a UBS operator) with the support of the Russian 
Standard Bank launched a pilot payment service based on face identification at a Coffee 
Bean cafe.

Visitors who provided their biometric data to the UBS and linked their bank cards to 
their digital account can now confirm their card payment using their face. Technically, 
the identification is performed through a biometric terminal integrated with the UBS.

Biometric payment expands the number of services available for citizens. This payment 
method is significantly easier, safer and faster. Purchasers spend just one or two second 
instead of ten seconds usually needed to input a PIN code.

Our offer
We have developed and manufacture special visual recognition terminals which 
implement bio acquiring functions. These terminals have 5 to 10" screens and anti-
spoofing algorithms that make fraud impossible since they do not respond to a photo or 
video image.

This section describes equipment and ready hard- & software packages intended for various systems that employ 
biometric identification. Our experts have tried and tested all the presented solutions, which are successfully used 
in comprehensive projects of all sizes. This equipment is designed and manufactured in Russia. All devices have the 
necessary certificates and approvals, and some special products have transportation safety certificates.

The equipment we offer is designed for integration with the customer’s existing infrastructure, therefore it is supplied 
with API and/or SDK and uses standard interfaces (RS-485, Ethernet, RS-232, dry contact) at outputs.

BIOMETRIC EQUIPMENT

17



w w w . p f o r t . r u

Pass width 600–900 mm (as requested)

Length 2,500–3,500 mm (as requested)

Total width 1,100–1,400 mm (as requested)

Height 1,800–2,500 mm (as requested)

Weight 200–300 kg

Power supply АС 220 V, 50 Hz

Consumption 700 W max.

Material AISI 304 stainless steel (brushed or polished)

Coating Without coating / with RAL powder coating

Communication with the 
AC system Dry contact, RS-485, RS-232, Ethernet

Operating conditions From +5 to +40 (special versions possible)

ID-based biometric access control
A unique Russian design. Mantrap-type four-leaf swinging speed gate (turnstile) with multi-factor biometric 
identification. Ready for integration with any checkpoint infrastructure. This fully-automated system provides 
personal identification/authentication and decides on granting access to a restricted perimeter.

All system components are designed for a convenient passing procedure with information screens, LED lights, and 
devices for sound notification and intercom. A modular design allows scalability and does not limit the number of 
installed parallel gates. Exterior components have anti-vandal protection.

Individual passing scenarios can be implemented and any combination of identification mechanisms can be 
applied at both controlled boundaries (at the entrance and inside the mantrap) depending on the actual needs:

-- By various passes and IDs (including RFID/NFC tag reading).
-- By special documents (including reading of 1D and 2D bar codes).
-- By face geometry (face recognition).
-- By palm veins pattern.
-- By iris.
-- By fingerprints.
-- If necessary, voice recognition and other methods are also possible.

All products are designed for operation 24/7. You can order an outdoor version (for an open-air operation in various 
climates) or special versions for aggressive (industrial) environments. The system can be equipped with a smart 
video surveillance of a person’s activity (monitoring of forgotten/suspicious items, unusual behavior, attempts of 
leaving a mantrap in an unintended way or throwing any items over it, etc.).

Application examples
-- As part of the digital biometric checkpoint solution.
-- In the financial sector (entrances of depositories and other vaults/archives, special 

perimeters).
-- Buildings of various authorities and sites (facilities) with higher access control requirements.
-- Areas of passport control in airports (arrival and departure terminals), passenger seaports 

(special versions).
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Biometric information kiosks
Russian design. Biometric information kiosks are sensor kiosks with enhanced functionality. The focus of 
this product lineup is the applicability of any method of biometric identification (fingerprints, palm vein 
pattern, face recognition, iris, voice, etc.). 

Due to biometric identification mechanisms, these kiosks give users new capabilities of a personalized 
service since they are equipped with the means of user authentication. It allows using these products for 
absolutely any task from a corporate information system access point intended to connect employees 
without a fixed workplace to corporate services, to applications at My Documents public services 
centers and in AC systems. These products feature a flexible architecture. A convenient design and the 
application of industrial-grade components in these products allow embedding virtually any type of 
electronic functional modules for certain tasks. These can be various printing systems (including those 
for plastic pass cards), scanners of IDs and various bar codes, payment systems, fiscal data recorders, tag 
reading modules (RFID/NFC), various biometric scanners, ticket/card/slip dispensers, and much more.

All products are designed for operation 24/7. Various outdoor versions (for different climates) or special 
versions for aggressive (industrial) environments are possible.

Application examples
-- As part of the Digital Biometric Checkpoint solution.
-- Offices of banks or insurance companies, public areas (access to bank or insurance services, 

provision of other personalized bank services).
-- Automated pass offices at the entrances of large companies or business centers.
-- Automated accreditation desks for organizers of marketing activities.
-- Information kiosks for commercial and industrial companies (various services for clients, 

including commercial services or internal service/instructions for companies’ personnel).
-- My Documents public services centers.
-- Service/transport companies.
-- Healthcare facilities.
-- Other government institutions

Width 300–700 mm (depends on the configuration)

Depth 300–700 mm (depends on the configuration)

Height 1,400–2,100 mm (depends on the configuration)

Weight Up to 100 kg

Power supply АС 220 V, 50 Hz

Consumption 500 W max.

Material AISI 304 stainless steel (brushed or polished)

Coating Without coating / with RAL powder coating

Communication with the 
AC system Dry contact, RS-485, RS-232, Ethernet

Operating conditions From +5 to +40 (special versions possible)
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Application examples
The scope of the gates’ application is quite wide. The gates can be one- and two-barrier (mantrap), 
have a waist-high or full-height design. 

Nevertheless, they all have the same operation principle: these are speed gates, i.e., they have 
swinging leaves and are developed to implement various systems of biometric identification.

Biometric gates
Biometric gates are advanced executive devices for AC systems designed in Russia. Advantages over 
traditional gates (turnstiles):

-- Reliability. These products use only industrial-grade components from the market leaders and are designed 
for long periods of trouble-free 24/7 operation.

-- Functional versatility. The gates’ configuration, architecture, and design are developed to implement any 
methods of biometric identification.

-- Design versatility. There are waist-high, full-height and combined designs, one- and two-barrier (mantrap) 
versions.

The biometric gate implements the following control mechanisms:

-- Monitoring of a person’s presence and walking direction as they approach the gate and during biometric 
scanning.

-- Use of various identification methods, including palm vein patterns, face geometry (visual recognition), iris, 
fingerprints, etc.

-- Optional: smart video surveillance of a person’s activity (monitoring of forgotten/suspicious items, unusual 
behavior, attempts of leaving a mantrap in an unintended way or throwing any items over it, etc.).

PFORT manufactures a wide model range of biometric gates. For example, we can supply mantrap gates (with two 
boundaries) of any configuration: waist-high, full-height, and combined. There are outdoor versions (for different 
climates) or special versions for aggressive (industrial) environments. The gates are supplied ready for integration 
with the existing infrastructure. In addition, PFORT offers comprehensive projects, including the supply and overall 
integration with a biometric checkpoint, biometric AC system, T&A system, etc.

Pass width 600–900 mm (as requested)

Length 1,500–2,500 mm (as requested)

Width of 1 element 250 mm 

Height 1,100–2,000 mm (as requested)

Weight 100–120 kg (depends on functionality)

Power supply АС 220 V, 50 Hz

Service life 5,000,000–20,000,000 cycles  
(depends on the model range)

Consumption 500 W max.

Material AISI 304 stainless steel (brushed or polished)

Coating Without coating / with RAL powder coating

Communication with the 
AC system Dry contact, RS-485, RS-232, Ethernet

Operating conditions From +5 to +40  
(special versions possible, incl. outdoor)
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Contactless biometric identification 
modules
This section describes various contactless biometric scanners from market segment leaders. They read the respective 
biometric characteristic from a subject and authenticate the person (i.e., compare the obtained biometric attribute 
(characteristic) with the reference samples). The modules are designed and manufactured in Russia and have a set 
of certificates and approvals, including transportation safety certificates.

Face recognition (2D/3D) modules
These modules are intended for AC systems, T&A systems, bio-acquiring, and other tasks.

The supplied devices support an anti-spoofing algorithm that prevents the attempts of identification by means of 
photo or video images from mobile devices. The model range includes several devices with a screen size from 5 to 
10 inches.

 Main characteristics

-- Identification of up to 50,000 users (1:N), verification of up to 100,000 users (1:1). 
-- Modes of identification: standalone, remote server.
-- Time of identification in local mode: 1:10,000 face templates in less than 1 sec.
-- Offline event log: up to 10 million entries.
-- Maximum number of users: 100,000; a card or QR code can be assigned to 

each user.
-- Built-in multi-format reader of RFID cards.
-- Built-in integration interfaces: Wiegand, RS-485, USB, and relay.
-- Powerful 6-core ARM-processor, 16 GB flash, RAM: 2 GB.
-- Stereo vision camera: RGB + IR.
-- Touchscreen: 8 inches.
-- Built-in interfaces: Ethernet, Wi-Fi, Bluetooth.
-- Power supply: 12 V, 1 A 
-- Temperature range: from 0 °C to +50 °C.

Palm vein pattern recognition modules
Modules with contactless recognition of palm vein patterns are intended to organize the access control and tracking 
of staff time & attendance.

Specifications

-- Identification up to 20,000 palm patterns (1:N). 
-- Modes of identification: standalone, remote server.
-- Time of identification in local mode: 1:1,000, less than 2 sec.
-- Maximum number of events: up to 10 million.
-- Power supply: 12 V, 1 A / PoE.
-- Temperature range: from 0 °C to +50 °C.
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Iris recognition modules
These modules implement iris identification, the latest biometric technology. The identification is carried out 
remotely and automatically: the user simply has to look at the scanner.

The module is equipped with built-in cameras working in several specters, which solves two problems at once: there 
are no issues due to the effect of visible light on a pupil, and the scanner does not respond to photos, models, or 
other fakes but works with the eye only. The quality of the obtained images is determined automatically.

Key benefits

-- Contactless identification: convenient and hygienic.
-- Range of infrared scanning from a distance: 70–80 cm (comfortable and safe).
-- Ease of use.
-- High recognition rate (a few seconds).
-- Full automation: the scanner independently finds the iris, generates its image and 

estimates the image quality.
-- Powerful image processing algorithms: the scanner processes images itself and 

does not use computer resources.
-- Minimum environmental requirements: the scanner can be used both indoors and 

outdoors.

Specifications

-- Applied identifier: iris.
-- Recommended distance from the identifier to the scanner: 70–80 cm.
-- Identifier search: manual or automatic.
-- Emission safety standard: IEC 62471:2006-07.
-- Image standard: ISO 19794-6 (2005 / 2011).
-- Operation temperature: from 0 °С to +50 °С.
-- Humidity (w/o condensation): from 0% to 90%.
-- Operation conditions: indoors. When using the device outdoors, avoid direct 

sunlight and glare on the scanner.
-- Design: enclosed device.
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